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PRIVACY THRESHOLD ANALYSIS (PTA) 

 

This form will be used to determine whether a Privacy Impact Assessment (PIA), System of 

Records Notice (SORN), or other privacy compliance documentation is required under the E-

Government Act of 2002, the Homeland Security Act of 2002, the Privacy Act of 1974, or DHS 

policy.   

Please complete this form and send it to your Component Privacy Office. If you are unsure of 

your Component Privacy Office contact information, please visit https://www.dhs.gov/privacy-

office-contacts. If you do not have a Component Privacy Office, please send the PTA to the DHS 

Privacy Office: 

 

Senior Director, Privacy Compliance 

DHS Privacy Office 

U.S. Department of Homeland Security 

Washington, DC 20528 

202-343-1717 

 

PIA@hq.dhs.gov 

Your Component Privacy Office will submit the PTA on behalf of your office. Upon receipt from your 

Component Privacy Office, the DHS Privacy Office will review this form. If a PIA, SORN, or other privacy 

compliance documentation is required, your Component Privacy Office, in consultation with the DHS 

Privacy Office, will send you a copy of the template to complete and return. 

For more information about the DHS Privacy compliance process, please see 

https://www.dhs.gov/compliance. A copy of the template is available on DHS Connect at 

or directly from the DHS 

Privacy Office via email: PIA@hq.dhs.gov or phone: 202-343-1717. 

. 
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IRS-NG users outside of CBP will be granted the Author/Reviewer roles to create intel products, 

while select members, in a supervisory capacity, will be granted Supervisor Roles to publish 

finished products all within their designated agency’s provisioned Port/Unit. These users will be 

selected and monitored by CBP.  

Outside users will not be granted access to IRS-NG tools including the photo array feature, 

SaAW, Grupo Conjunto Inteligencia Fronteriza (GCIF), Threat Network Exploitation Tool 

(TNET), and Field Leads and Observation Workflow application (FLOW).  

 

Roles and Permissions for IRS-NG users include: 

- Consumer: Read only permissions, provisioned to their Port/Unit. 

- Author: Within their provisioned Port/Unit, the Author role allows you to view data, 

create and populate reports, modify or delete their own reports, change the workflow 

status of their own reports, and submit reports for review.  

- Co-Author: Within their provisioned Port/Unit, the Co-Author role allows you to view 

data and modify their reports.  

- Reviewer: Within their provisioned Port/Unit, the Reviewer role allows you to review 

reports and recommend. 

- Supervisor: Within their provisioned Port/Unit, the Supervisor role allows you to view 

data, create and populate reports, modify or delete any reports, change the workflow 

status of any reports, submit the report for review, review submitted reports and 

recommend, and approve reports that submitted by others.  

 

IRS-NG users outside of CBP include: 

- 

 

- 

- 
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