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Message from the Assistant Secretary for Legislative
Affairs

I am pleased to present the following report, “Transportation Security Administration and U.S.
Customs and Border Protection: Deployment of Biometric Technologies,” which has been
prepared by the Transportation Security Administration (TSA) and the U.S. Customs and Border
Protection (CBP). This report is required by Section 1919 of the FAA Reauthorization Act of
2018 (P.L. 115-254), signed into law on October 5, 2018.

The report describes CBP and TSA’s development and implementation of biometric technology
pilots. It includes assessments on the operational and security impact of biometric technology;
potential effects on privacy with the expanded use of biometric technologies methods to mitigate
privacy risks; methods to analyze and address matching performance errors; and special
assessments on the biometric entry=exit program.

This report is being provided to the following Members of Congress:

The Honorable Roger Wicker
Chairman, Senate Committee on Commerce, Science, & Transportation

The Honorable Maria Cantwell
Ranking Member, Senate Committee on Commerce, Science, & Transportation

The Honorable Ron Johnson
Chairman, Senate Committee on Homeland Security and Governmental Affairs

The Honorable Gary C. Peters
Ranking Member, Senate Committee on Homeland Security and Governmental Affairs

The Honorable Bennie G. Thompson
Chairman, House Committee on Homeland Security
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The Honorable Mike Rogers
Ranking Member, House Committee on Homeland Security

Please do not hesitate to contact us at (202) 447- 5890 if we may be of further assistance.

Respectfully,

Clhctest, dhvie

CHRISTINE M. CICCONE
Assistant Secretary for Legislative Affairs
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I. Legislative Language

This Report to Congress was compiled pursuant to Section 1919(c) of the F'AA4 Reauthorization
Act of 2018 (P.L. 115-254), signed into law on October 5, 2018, which states in part:

() REPORT REQUIRED.—Not later than 270 days after the date of enactment of this Act,
the Secretary shall submit to the appropriate committees of Congress, and to any Member of
Congress upon the request of that Member, a report that includes specific assessments from
the Administrator and the Commissioner of U.S. Customs and Border Protection with respect
to the following:

(1) The operational and security impact of using biometric technology to identify
travelers.

(2) The potential effects on privacy of the expansion of the use of biometric technology
under paragraph (1), including methods proposed or implemented to mitigate any
risks to privacy identified by the Administrator or the Commissioner related to the
active or passive collection of biometric data.

(3) Methods to analyze and address any matching performance errors related to race,
gender, or age identified by the Administrator with respect to the use of biometric
technology, including the deployment of facial comparison technology;

(4) With respect to the biometric entry-exit program, the following:

(A) Assessments of— (i) the error rates, including the rates of false positives and
false negatives, and accuracy of biometric technologies; (ii) the effects of
biometric technologies, to ensure that such technologies do not unduly burden
categories of travelers, such as a certain race, gender, or nationality; (iii) the
extent to which and how biometric technologies could address instances of
travelers to the United States overstaying their visas, including— (I) an
estimate of how often biometric matches are contained in an existing
database; (II) an estimate of the rate at which travelers using fraudulent
credentials identifications are accurately rejected; and (III) an assessment of
what percentage of the detection of fraudulent identifications could have been
accomplished using conventional methods; (iv) the effects on privacy of the
use of biometric technologies, including methods to mitigate any risks to
privacy identified by the Administrator or the Commissioner of U.S. Customs
and Border Protection related to the active or passive collection of biometric
data; and (v) the number of individuals who stay in the United States after the
expiration of their visas each year.

(B) A description of— (i) all audits performed to assess— (I) error rates in the use
of biometric technologies; or (II) whether the use of biometric technologies
and error rates in the use of such technologies disproportionately affect a
certain race, gender, or nationality; and (i1) the results of the audits described
in clause (1).
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(C) A description of the process by which domestic travelers are able to opt-out of
scanning using biometric technologies.

(D) A description of— (i) what traveler data is collected through scanning using
biometric technologies, what agencies have access to such data, and how long
the agencies possess such data; (ii) specific actions that the Department and
other relevant Federal departments and agencies take to safeguard such data;
and (iii) a short-term goal for the prompt deletion of the data of individual
United States citizens after such data is used to verify traveler identities.
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II. Background

Biometrics are recognized as unique physical characteristics that can be used to identify a
person. Physiological traits such as fingerprints, facial images, iris patterns, hand geometry,
speech, and gait, are all examples of biometric indicators. Today, biometrics are commonly used
to accurately identify a person or authenticate an individual’s identity. The U.S. Department of
Homeland Security (DHS) uses biometric information for a variety of mission purposes. For
example, U.S. Customs and Border Protection (CBP) uses biometrics as part of its border
security mission and under its mandate to establish and implement a biometric entry-exit system.
As part of its mission to protect the Nation’s transportation systems and to ensure freedom of
movement for people and commerce, the Transportation Security Administration (T'SA) is
exploring the use of biometrics for identity verification for both traveler screening, and to enable
access to airport sterile areas by airport workers.

Over the past decade, significant developments and improvements in biometrics technology have
occurred. At the same time, the use of biometrics technology has also prompted concerns about
accuracy, privacy, and security, among other issues. While CBP and TSA explore the use of
biometrics consistent with their respective missions, they are mindful of those considerations as
well as the need to build to and utilize enterprise biometric services offered through DHS’s
Office of Biometric Identity Management (OBIM).

A. CBP’sProgress Toward a Biometric Exit System

CBP has used biometrics to verify the identities of foreign nationals entering the United States
at air ports of entry since the mid-2000s. In recent years, it has also made significant progress
towards achieving a biometric entry and exit solution mandated by federal statute and executive
orders. Under existing laws> and Executive Order 13780,° CBP is required to implement
measures to verify identities of travelers upon entry to and exit from the United States. After
receiving the biometric entry-exit mission in 2013 and through the authorization of fee funds,’
CBP accelerated the implementation of a capability to biometrically verify the identities of
travelers arriving and departing the United States by air while facilitating travel processes.

In 2017, after several successful biometric pilots, CBP began vetting the Traveler Verification
Service (TVYS), a facial image matching service that uses biographic data to retrieve all
associated traveler facial images from DHS holdings and segment them into smaller, more
manageable data sets,® for use in the live environment. TVS uses the product of a fusion of

5 See, e.g., Intelligence Reform and Terrorism Prevention Act of 2004 (Pub. L. No. 108-458, 118 Stat 3638 (2004))
and the Implementing Recommendations of the 9/11 Commission Act of 2007 (Pub. L. No. 110-53, 121 Sat. 266
2007)).

6 https://www.federalregister.gov/documents/2017/03/09/2017-04837/protecting-the-nation-from-foreignterrorist-
entry-into-the-united-states

" The FY 2016 Consolidated Appropriations Act (P.L. 114-113) funded the Biometric Entry-Exit Program through
the authorization of up to $1B in fee collections on H-1B and L-1visa applications through FY 2025.

8 For example, by flight, by cruise, or by frequent border crossers.
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biometric and biographic information, enabling the biometric data to be the key to verity the
traveler identity with the advance biographic data. The matching service compares the traveler’s
live photo to source images such as the travel document, enabling CBP to confirm the entry and
departure of in-scope,” aliens. TVS was initially demonstrated at airports across the United
States, as well as in the sea environment in 2017. CBP began piloting the capability at land ports

of entry in the pedestrian environment in August I =—m asr—amu o,
2018.
PROGRESS TO DATE

CBP’s facial matching service is being leveraged to
support biometric entry and exit processing for sea
and land operations. Each travel mode offers unique
challenges that require integrated solutions to mitigate
any potential negative impacts to travel and trade.
Biometric solutions must be thoroughly designed and
tested to ensure that they are effective; compatible
with expediting travel; can be integrated into existing
infrastructure, systems, and processes; are not cost
prohibitive, and do not put individuals’ privacy at
undue risk.

Processed more than 20 million
travelers using facial comparison
including:
10,749,134 arriving flights
3,422,909 departing flights
5,576,903 preclearance flights
600,728 flights through TSA

checkpoints

250 cruise ships
Biametrically confirmed over
17,840 foreign nationals who
overstayed

Air Entry and Exit

CBP envisions the facial matching service will
significantly reduce the need to manually check paper
travel documents by providing an automated process which can replace manual checks of travel
document across the travel continuum. In 2017, CBP demonstrated TVS at eight international
airports at boarding gates using CBP officers to process

each traveler. CBP also partnered with JetBlue Airways,  £igure 1 Biometric Entry Exit Statistics
Delta Air Lines, British Airways, and Los Angeles (as of June 2019)
International Airport (LAX) to evaluate biometric exit

boarding integrated with stakeholder departure control systems. In Fiscal Year (FY) 2018,

CBP’s transformed entry process using facial comparison was reengineered and deployed in the
air entry environment at 15 airports including four preclearance locations, with plans to expand
further in 2019.

¢ An “in-scope” traveler is any person who may be required by law to provide biometrics upon entry into the United
States pursuant to 8 CFR 235.1(f)(ii), or upon exit from the United States pursuant to 8 CFR 215.8, “In-scope”
travelers include any alien other than those specifically exempt as outlined in the CFR. Exempt aliens include:
Canadian citizens under Section 101(a)(15)(B) of the Immigration and Nationality Act who are not otherwise
required to present a visa or be issued a form [-94 or Form [-95; aliens younger than 14 or older than 79 on the data
of admission; aliens admitted A-1, A-2, C-3 (except for attendants, servants, or personal employees of accredited
officials), G-1, G-2, G-3, G-4, NATO-1, NATO-2, NATO-3, NATO-4, NATO-5, or NATO-6 visas, and certain
Taiwan officials who hold E-1 visas and members of their immediate families who hold E-1 visas unless the
Secretary of State and the Secretary of Homeland Security jointly determine that a class of such aliens should be
subject to the requirements of paragraph (d)(1)(ii); classes of aliens to whom the Secretary of Homeland Security
and the Secretary of State jointly determine it shall not apply; or an individual alien to whom the Secretary of
Homeland Security, the Secretary of State, or the Director of Central Intelligence determines it shall not apply.

4
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Prior to departure, the TVS creates a pre-positioned “gallery” of traveler face templates using the
biographic data from the airline manifest to retrieve the photos from government holdings, such
as passports, visas, and previous entries. During boarding, the stakeholder system takes a picture
of the traveler. The TVS compares the picture against the gallery and provides a biometric
match result.

Due to the success of CBP’s stakeholder engagement strategy to date, CBP has received letters
of commitment from 26 airports and airlines to begin implementation of biometric exit using
CBP’s matching service. CBP is actively working with each committed partner to implement
biometric exit solutions. In FY2018, biometric air exit started at nine airports and ended at 16
airports. Total in-scope travelers exiting the country processed started at 40,000 monthly and
ended FY2018 with 157,000 monthly. These numbers continued to grow steadily during
FY2019, growing 54% since the beginning of the calendar year, with 548,000 being processed in
the month of April 2019.

By 2022, CBP’s goal is to deploy biometric exit to the top 20 airports, which account for more
than 97 percent of departing commercial air travelers from the United States. CBP is actively
working to expand stakeholder partnerships and adoption, prioritizing the highest volume of
international airports and carriers to achieve the biometric air exit implementation goal. CBP
continues efforts to consider innovative ways to utilize TVS with mobiles phones, tablets and
watches. CBP will look to expand partnerships with international airports and governments and
to further expand capabilities in preclearance locations to continually improve security and
facilitation of traveler processes.

Sea Environment

Leveraging the investment in TVS for the air environment, CBP is partnering with the cruise
industry to modernize traveler and crew inspections by implementing facial matching technology
in the sea environment. Preparations are underway to apply the use of facial comparison
technology in the debarkation (arrival) and embarkation (departure) points at seaports. These
improvements will enable increased security and enforcement as well as facilitate traveler
inspections.

Today, five major cruise lines are engaged with CBP to develop facial biometric processing
supported by the TVS for closed-loop cruises.!® Going forward, a focus on expanding
integration with cruise partners will be implemented, focused initially on closed-loop cruises for
debarkation. Through FY2020, CBP will seek to expand across closed-loop embarkation.
Beyond FY2020, capabilities will be expanded to open-loop cruise routes.

Land Environment

10 4 closed-loop cruise is a term that refers to a cruise itinerary which begins and ends at the same U.S.
location. An open-loop cruise is one that begins and ends in different ports, either departing from or arriving in the
United States.
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The Land Biometric Exit strategy focuses on implementing an interim exit capability while
simultaneously investigating innovative technologies to reach the long-term goal of a
comprehensive exit solution. CBP is actively piloting capabilities at the land border in both the
pedestrian and vehicle environments to determine the best long-term approach for a
comprehensive biometric entry-exit capability. Since September 2018, 139 impostors were
identified on entry using the TVS capability in a land pedestrian environment. Details on the
challenges of implementing biometrics in the land border are detailed in section VI, and CBP’s
strategy to mitigate those challenges are in section IV.

In late 2017, CBP began the initial implementation of an interim land exit approach to provide a
capability for CBP to report the final departure from the United States of third-country nationals
at land ports of entry.!! The third country nationals’ capability is a short-term solution that
leverages the biometric exit mobile platform from the air environment and allows compliant in-
scope travelers a means to biometrically report departure. Since January 2018, more than 180
mobile devices have been deployed to 74 land border ports of entry to support this initiative.
CBP personnel have deployed to more than 50 locations to provide training courses for the
mobile app to support these deployments.

CBP will continue to evaluate concepts of operation and technologies in the land environment to
determine the final approach. Solutions being evaluated leverage the underlying TVS
architecture in both the pedestrian and vehicle environments.

B.  CBP and TSA Partnership to Evaluate Biometrics at the
Checkpoint

In March 2017, CBP and TSA began evaluating the use of facial comparison at the TSA
checkpoint for identity verification. In April 2018, the TSA Administrator and CBP
Commissioner signed a policy memorandum promoting a collaborative approach to the
continued development and use of biometric technology at airports.

The goal of the partnership is to enhance security and promote effective use of resources. CBP
and TSA established multi-phased pilots involving volunteer international travelers. The first
phase at John F. Kennedy International Airport (JFK) began in October 2017 to collect data and
validate the technology. In the second phase at LAX in August 2018 and Hartsfield-Jackson
Atlanta International Airport (ATL) in November 2018, TSA used CBP’s TVS to test biometrics
for identity verification in an operational environment. In the third phase, CBP and TSA will
explore data-sharing and integration between biometric and traveler vetting systems. The goal
will be to create a consolidated traveler identity verification that meets the operational needs of
both agencies. In 2019, CBP and TSA plan to continue working on the necessary technical
integration and pilot planning activities. The results of the pilot will help inform the rollout
plans at TSA checkpoints.

L1 DHS/CBP/PIA-026(a), Biometric Exit Mobile Program (June 29, 2018),
https://www.dhs.gov/sites/default/files/publications/privacy-pia-cbp026a-bemobile-june2018.pdf.
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It also outlines four goals to achieve TSA’s vision for biometrics.

Vision: A biometrics capability, built with strategic partners, that enhances aviation secunty, sireamlines operations, and simplifies
1he uSer expenenoce

Goal 1: Partner with CBP on
Biometrics for Intemational
Travelers

- Objectiva 1,1: Prove
Operational Fees:bility

+ Objective 1.2: Davelop
Interagency Policies and
Procadures

+ Objective 1.3: Simpiify and
Streamiine Oparations

Goal 2: Operationalize
Biometrics for TSA Pre/®
Travelers

* Objective 2.1: Update TSA
PraJ@ Data Heldings

TSA Prov/@ Passonger
Experepca

+ Objective 2.2: Medamizs the

Goal 3: Expand Biometnics o
Additional Domestic Travelers

+ Objective 3.1: Parform
Business Cass Analys's for
Domestic Trayeler Biometrics

+ Objective 3.2: Evaiuate
Biometric Solutions for
Domestic Travelers

* Objective 3.3: Effectively Use
Existing and Avaiiable Traveler

Goai 4: Develop Supporting
Infrastructure for Biometric
Solutions

Objective 4.1: Develop,
Maintam, and Manage o a
Strategic Roadmeap
Objective 4.2: Integrate
Capabilitias with DHS and
Industry Partners
Objective 4 3: Caplura

Data Requirements and Stardsrtis
+ Objective 3 4: Esiablish for Industry

Fartnerships 1o Implement + Objective 4.4: impiement

Scalable Solutions Assessment Processes

Guiding Principles: Security Effectiveness & Operational Efficiency, Privacy, Cyber Security, DHS Unity of Efforl, Public-Private
Parinerships, Usability, Passenger Experience. Intesoperability, and Adaptability

Figure 2 TSA's Vision, Goals, Objectives, and Principles for Checkpoint Biometrics

Goal 1: In partnering with CBP on biometric technology pilots, TSA is exploring the feasibility
of applying biometric solutions at the TSA checkpoint. While CBP and TSA mission
requirements differ in some regards, CBP’s biometric air exit program offers the opportunity to
conduct joint operational pilot projects, collect data, refine solutions, and exchange data. TSA’s
partnership with CBP will also enable TSA to identify and examine technical, legal, and
regulatory issues before broader deployment.

Goal 2: To further implement biometrics for TSA Prev®, TSA continues enhancing the trusted
traveler experience for TSA Prev'® travelers. As of September 2018, TSA is capturing photos

for those who renew in person or who are enrolling for the first time in the TSA Prev®
Application Program.

Goal 3: TSA will explore opt-in biometric solutions for additional travelers beyond international
outbound and trusted travelers. An assessment of the appropriate authorities, privacy issues, and
potential risks and benefits as it explores ways to improve the screening experience for standard
(non-TSA Prev'®) domestic travelers will be conducted. As TSA explores biometric solutions
for additional travelers, it will conduct pilot projects and seek input from a diverse group of
stakeholders. Additionally, TSA will continue to partner with DHS and interagency partners,
including DHS Science and Technology (S&T) Directorate, and OBIM, as well as CBP, and the
DHS Office of Privacy and DHS Office of Civil Rights and Civil Liberties, to evaluate biometric
solutions for domestic travelers.
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Goal 4: TSA will develop supporting infrastructure for biometric solutions that align with legal
and policy authorities. TSA’s biometrics efforts will also align with the DHS-wide transition to
enterprise biometric services offered through OBIM’s Homeland Advanced Recognition
Technology (HART) system. Common standards will also allow TSA to establish assessment
processes, making it possible to quickly evaluate security procedure changes, assess
cybersecurity posture, develop qualified product and service lists, and implement audits and
controls to ensure operations adhere to applicable laws, policies, and compliance authorities.

10
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III. Operational and Security Impacts of Using Biometric
Technology

Recognizing the important role that biometric technology can play in enhancing security and
improving operations, CBP and TSA are methodically studying the impact of these technologies
through a number of pilots and demonstrations. Though the operational and security factors that
are driving the use of biometric technologies are distinct for both agencies, CBP and TSA’s
assessments are helping to refine biometric solutions and biometrics efforts throughout DHS.

On an average day, CBP processes more than one million travelers arriving at air, sea, and land
ports of entry. Innovative technologies are being used to enhance a wide range of its operational
capabilities. The use of biometrics, specifically facial comparison technology, assists CBP in
confirming the departure of non-U.S. citizens and facilitates future processing at entry and exit.
Through CBP’s development of biometrics at entry-exit, it has found that biometrics are an
effective tool in combatting the use of stolen and fraudulent travel and identity documents. The
goal is to ultimately enhance identity verification while facilitating a more secure travel
experience.

A.  CBP Operational and Security Impacts

In addition to the responsibilities referenced in Section II B, CBP has the ongoing mission to
inspect all incoming and departing travelers and conveyances to determine admissibility to the
United States and enforce and administer U.S. immigration laws.

A key aspect of effective enforcement is the ability to discern individuals who are lawfully
present in the United States from those who have violated their terms of admission. An effective
immigration system requires an end-to-end process that collects exit data and matches that to
entry data. Without exit data, there is no meaningful way to determine whether foreign nationals
have overstayed their periods of admission.

Biometric data, when used with biographic data, allows CBP to confirm with greater assurance a
traveler’s true identity, ensuring the traveler matches the biographic identity that has been vetted
through DHS databases. As biometric technology has evolved, the ability to use individual
characteristics to confirm identity for all travelers, including U.S. citizens, is now a reality for all
modes of transportation.

To implement a biometric entry-exit solution that is both operationally feasible and realistic,
CBP established key parameters based on existing operational constraints and infrastructure
limitations.

11
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CBP’s Key Strategic Parameters Table 1

Key Strategic Parameter

Description

Do not add another processing layer to
known travel processes

Avoid a stove piped, independent approach by
integrating biometrics into already existing travel
processes.

Utilize existing infrastructure

The solution will work in existing port infrastructure
for entry and exit processing.

Utilize existing business models

Leverage existing stakeholder (airline, cruise line)
systems, processes, and business models.

Leverage current traveler behavior

Leverage traveler behaviors and expectations that
require minimal new or unexpected steps for
travelers.

Leverage existing data and IT
infrastructure

Leverage existing traveler data, such as passport and
visa information, and leverage existing government
IT infrastructure as much as possible.

Utilize existing DHS enterprise
biometric services, capabilities, and
investments

Leverage and integrate with DHS Enterprise
Services for shared biometric matching capabilities.

For the initial implementation of biometric exit solutions in the air environment, CBP is working
in partnership with the air travel industry to lead the transformation of air travel using biometrics
as the key to enhancing security and unlocking benefits, which will dramatically improve the
entire traveler experience. The strategic benefits are described in the following table:

CBP Strategic Benefits Table 2

Strategic Benefit

Description

Improved business process

An enhanced entry-exit business process that
integrates within existing government and
stakeholder business models.

Stronger relationships

An environment that allows CBP and stakeholders
to work together and that allows for further airline
modernization.

A positive impact on inbound security
and throughput

Enhanced inbound security and more efficient
throughput.

Improved traveler experience

An overall enhanced traveler experience.

Improved data integrity

Utilize DHS enterprise biometric repositories
provided to ensure accurate biometric identity
records.

Enhanced visa overstay enforcement

Support the ID and tracking of visa overstays by
closing information gaps associated with current
exit reporting capabilities allowing for improved
enforcement action.

12
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TSA evaluates potential changes to its aviation security programs and technology solutions
through the lens of the Risk Mitigation Trade Space
Framework.'® The framework contains the following
elements:

e Operational Efficiency — What is the effect of a i
new security technology or procedure on
operational footprint, wait times, and TSA’s
workforce staffing? sydonlll i

e Security Effectiveness — What is the effect of a
new security technology or procedure on TSA’s
ability to detect, deter, or otherwise mitigate
threats? How may adversaries shift their tactics
in response to such changes? —

e Traveler Satisfaction — What does the new i
technology or procedure do to improve the
traveler experience?

e Industry Vitality — What, if any, is the
economic impact of implementation? [s there an
industrial base capable of supporting implementation or production of new systems?

e Fiscal/Policy Issues — What are the relevant issues at play and how will TSA address
them?

Trege Space

Figure 4 TSA's Risk Mitigation
Trade Space Framework

Biometrics could potentially improve the traveler experience and open the door to innovative
models of public-private cooperation between TSA and aviation industry stakeholders. That said,
biometric solutions raise unique issues about privacy and accuracy that are addressed later in this
report.

Operational Impacts — From an operational perspective, the introduction of biometrics to the
TSA checkpoint will most directly affect the TDC position. This position is staffed by a TSO
who gathers boarding passes and identity credentials from each traveler in the queue to quickly
perform a series of screening steps (see Figure 3).

The planned use of CAT will help automate steps 1, 3, and 5. The automation of these tasks will
increase TSA’s confidence in the validity of credentials used to travel and the accuracy of the
biographic data used to conduct Secure Flight vetting. CAT will also mitigate the threat of
altered and counterfeit IDs, reduce the need for boarding passes at the checkpoint for many
travelers (eliminate step 4), and automatically look up a traveler’s vetting status in near-real time
from Secure Flight’s vetting engine.

The use of biometrics (for example, facial comparison) will also largely automate step 2 by
increasing assurance of identity beyond what is currently possible in a manual, human-based

16 Strategic Five-Year Technology Investment Plan for Aviation Security: 2015 Report to Congress.

14

FOIA CBP 000952



For Official Use Only (FOUO)

operation.'” Specifically, biometrics will help mitigate threats posed by impostors using valid
credentials for fraudulent purposes at the checkpoint (see subsection on security impacts for
more detail).

« Validate the security features of the
For step 6, further integration of access control traveler's identity credential (ID)
solutions with credential authentication and
biometric technologies will help more fully

automate the TDC process.

» Verify the traveler matches the photo on
his/her ID

The development of this biometrically enabled
solution will allow TSA to better secure access to
the airport sterile environment and evaluate how to
potentially reinvest valuable officer resources to
other screening tasks. The automation of TDC
functions will create a need for a ‘TSO resolution’
step 7 in the event of system issues (for example,
biometric match etror, and alarm resolution).'® In
the future, TSOs will oversee biometric operations
at the TDC to help travelers use the technology and

* Verify the name on the ID matches the
name on the boarding pass

&

« Validate reservation details with a boarding |
pass scan

« Verify the traveler's Secure Flight vetting
status

 + Direct the passenger toward the correct

address issues as they happen. TSOs will continue " screening lane based on vetting status
to provide important security safeguards, including =
directing travelers to the correct screening lane s Figure 5 TDC Functions

based on the travelers vetting status.

Given the diversity of airports across the United States and their unique layouts, the operational
placement and use of a fully integrated biometric solution will vary from facility to facility. For
example, the use of an automated, biometric solution at a relatively small checkpoint may result
in faster TDC processing times. However, the throughput of the checkpoint may be largely
unaffected because a faster TDC process would merely shift traveler volume from the queue into
the screening lane itself. A screening lane can only operate as fast as its slowest piece of
transportation security equipment, This result underscores the need for continued investment
across the entire checkpoint security enterprise.

On the other hand, at larger checkpoints with more lanes the operational efficiencies of an
automated, biometric TDC may be greater. This would especially be true if the ratio of
biometrically enabled TDCs to screening lanes was higher than the ratio of manual or CAT
TDCs to screening lanes, thus freeing up TSO resources that could be used elsewhere. TSA will
continue to explore this area as it tests checkpoint biometric solutions.

17 Except for a relatively small number of “super-recognizers,” human beings are generally outperformed by facial
comparison technologies, especially when presented with the faces of persons not familiar to them such as the
thousands of travelers a TSO greets and processes each day. See:
https://iournals.plos.org/plosone/article?id=10.1371/journal.pone.0 150036

¥ Per initial modeling conducted by the Homeland Security Systems Engineering & Development Institute
(HSSEDI), keeping match error rates low through the use of reliable and accurate biometric systems and ensuring
the use of swift error resolution procedures will be key to maintaining and improving checkpoint throughput.
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In summary, the operational efficiencies TSA could gain from integrated biometric solutions
may be different depending on airport facility layouts, sizes, checkpoint lane counts, and traveler
volumes. New procedures and robust workforce training will be required to maximize the
operational benefits of biometric solutions.

Security Impacts — TSA uses a multi-layered, risk-based approach to securing the Nation’s
transportation systems. Today, during the airline reservation process, the traveler provides their
first name, last name, date of birth, gender, and, if applicable, known traveler number, or DHS
redress number, The airline transmits this information to TSA’s Secure Flight system for vetting
against intelligence-driven watch lists. The result of this vetting process, known as the Boarding
Pass Print Result, is sent to the airline and encoded on the traveler’s printed or mobile boarding
pass.

When the traveler arrives at the checkpoint, the TSO must quickly perform a series of complex
tasks (see Figure 6) using a variety of tools. TSOs assess whether the presented ID credential is
authentic, determine whether the traveler matches the picture on their ID credential, decide
whether the name on the boarding pass matches the name on their ID credential, distinguish
between various forms of ID (state driver’s licenses, passports, and government [Ds, among
others), validate the boarding pass, and direct the traveler to the appropriate level of screening
based on their Boarding Pass Print Result.

Traveler books Name, DOB, Secure Flight Watchlist
their flight Gender KTN Vetting Engme Checks

Prior to arriving
at the airport 6 [\ ‘

Boarding Pass
Print Result ~————7

3. Does the name on the ID
match the name on the
ticket that was vetted?

-~

o &

.| 4. Isthe
'| boarding
pass valid?

At the travel

Sy -
SBIrEnE 1D Credential 'TSO 5. What Ievzl °7d
L= — screening shou

checker position

in the airport 1. Is this an Sl :2:; '!"’:‘;e’e’
authentic ID? 2. Does the traveler @
match the photo on
their ID? Traveler at

the TDC

Figure 6 Systems and Operational View of Current TDC
Using an integrated, biometric TDC solution (see Figure 7), TSA can automate certain repetitive
tasks and enable the system to verify the traveler’s identity using the facial image and biographic

information encoded on the ID or through the use of previously enrolled biometric and
biographic data (for example, Trusted Traveler information). This technology will help

16

FOIA CBP 000954



For Official Use Only (FOUO)

eliminate human errors and biases in face matching, lower TSA’s reliance on the boarding pass,
and enable a near-real time connection to TSA vetting systems for up-to-date results.

This model shifts the burden of the security decision onto the system while reducing TSO burden
of repetitive, manual face comparisons and name matching between travel documents.
Automating this process will enable TSOs to focus on the operation of the systems and intervene
as needed to resolve problems or process travelers who cannot or do not wish to use the
biometric system. '’

Traveler books Name, DOB, Secure Flight Watchlist
; 5% their flight Gender, KTN Vetting Engine Checks
Prior to arriving — o
at the airport ? S %
sl ',' — | ——"la
O—X—ag—@
O =" =
|
I
Vetting Status |
|
|
. l Checkpoint
Biometric Biometric &
Data [ == j‘“\—-—-——-—_._.____* Credential
— @ Authentication
@ System
= g
At a - a
biometrically- ‘ 1D Credentia) '
enabled TS0
checkpoint Oversight
v Credential automatically authenticated and Error
v System biometrically verifies traveler identity P o T Resolution
7 i i 3 s raveler a -]
Vetting status is confirmed and traveleris binmetrie TDE

directed to appropnate screening lane

Figure 7 Systems and Operational View of Biomeiric TDC

Applying a biometric TDC to TSA Prev® and standard lanes would measurably increase security
effectiveness and deter adversaries, or force a shift in their tactics. For example, individuals
hoping to avoid detection using a fake ID or impostors using an authentic, stolen ID would be
prevented from gaining access to the sterile area of the airport. In addition. integrated biometric
solutions will help ensure individuals receive the correct level of screening based on their vetting
status; making it more difficult for adversaries to avoid higher levels of screening by falsifying
their identity.

While the rate of adversaries attempting to gain access to the checkpoint is difficult to determine,
TSA can look to intelligence estimates and the experience of other organizations that use similar
biometric solutions. CBP, for example, has used biometric facial comparison technology to
identify more than 130 impostors trying to gain entry through air and pedestrian environments.
Integrating biometrics into the checkpoint will enable TSA to further strengthen its security

' For example, minors under age 16 without state-issued driver’s licenses would still be processed using traditional
boarding pass scans. Travelers who opt out to a biometric experience will also require TSO assistance to proceed
into the screening lane.
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baseline, more effectively deter and detect bad actors, and better measure performance of
security measures against adversaries trying to gain access to the airport sterile environment.
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such as its commitment to prohibit the sharing the photos captured and matched through the TVS
with CBP industry partners. Only the results of the “match/no-match” determination are shared.
In fact, CBP’s business requirements for partner airline and technology vendors do not permit
the retention of photos for commercial purposes, following transmittal to CBP for matching. In
addition, TVS only utilizes the irreversible biometric templates of source and newly-captured
photos for matching and uses a unique identifier?® to disassociate the biographic information
associated with the new facial images.

While CBP does not retain U.S. citizens’ images submitted as part of the traveler verification
process,?’ photos of foreign nationals (and those dual national U.S. citizens traveling on foreign
documentation) are retained for up to 14 days in secure systems to confirm traveler’s identities,
evaluate the technologies, and to assure continued accuracy of the algorithms. In addition, CBP
transmits facial images for in-scope travelers to the DHS Automated Biometric Identification
System (IDENT) for retention as the traveler’s biometric encounter with CBP. For U.S. citizens,
only a confirmation of the border crossing and the associated biographic information is retained.

In line with the FIPP of accountability and auditing, the CBP Privacy Office will conduct a CBP
Privacy Evaluation by the end of calendar year 2019 to ensure that all parties, including airlines,

airport authorities, and cloud providers, are in compliance with the privacy protections described
in the TVS PIA. The results of the evaluation will be shared with the DHS Privacy Office.

B.  TSA Approach to Mitigating Privacy Impacts

TSA is committed to protecting traveler privacy and ensuring the traveling public’s trust as it
modernizes identity verification through its exploration of biometric technology. TSA will
comply with DHS privacy policy throughout each phase of TSA’s biometric solution
development — from initial design to implementation. Solutions will be designed to secure data
as it is collected, stored, and transmitted between systems to protect both travelers and system
integrity.

TSA recognizes that biometric technologies, particularly facial comparison, pose unique privacy
concerns with respect to privacy and passengers’ civil rights and civil liberties. There is
significant risk to individuals should the facial images be compromised or used for purposes
beyond those specified for its collection. There is also a risk to both individuals and
transportation security in the event that the biometric technology is not sufficiently accurate. To
mitigate these risks, TSA will evaluate issues such as:

e Robust notice of facial comparison deployment for traveler screening;

e Meaningful choice of screening choices for the traveler;

e Robust cyber-security measures to protect traveler data from collection through
transmission to receipt; and

28 The unique identifier is generated by either the travel agent, travel website hosting service, or the airline at the
time of the reservation. It is comprised of a sequential number (which is only valid for the particular airline and the
specific flight), plus the record locator, a six-digit code used to access additional information about the traveler.

2 Photos of U.S. citizens are held in secure CBP systems for no more than 12 hours after identity verification, in
case of an extended system outage.
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e Coordinate with internal TSA offices, DHS Headquarters, oversight entities and
interagency partners to track compliance with privacy authorities and requirements,
develop privacy-protective policies, and appropriately manage identified privacy risks;

e Seeck information and feedback from industry, privacy groups, academic institutions, and
other privacy professionals and research organizations as it considers the expansion of
biometrics solutions to increase to increase security and streamline the passenger
experience; and

e Share information with key stakeholders on its development of biometrics technology
capabilities.
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Given the wide diversity of the millions of travelers moving through airport checkpoints daily,
accuracy in biometric solutions is a key issue. Therefore, TSA is grounding its exploration of
biometric solutions in rigorous scientific study and analysis to ensure the full benefits of
biometrics technology are realized. Efforts will continue to ensure biometric checkpoint
solutions are designed to mitigate performance variations based on demographic characteristics.
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VI. Performance Assessments and Audits of the
Biometric Entry-Exit Program

CBP has a robust process for performing operational assessments of CBP’s biometric system
performance, including evaluating the performance of biometric transactions performed during
arrival and departure operations in the air environment, as well as continual performance
assessments of technical demonstrations to determine the best concept of operations in other
operational environments such as land and sea. Third parties such as S&T and NIST are also
engaged to both evaluate CBP operational data and make recommendations for performance
enhancements that include biometric capture and matching.

A. Performance Assessments

Biometric Performance Analysis of CBP Systems

CBP has a rigorous process in place to review data and metrics associated with biometric exit
facial comparison matching performance. Biometric Air Exit Key Performance Parameters
(KPPs) mandate that the system’s True Acceptance Rate (TAR) *” must equal or exceed 97
percent of all in-scope travelers and that the system’s False Acceptance Rate (FAR) ** must not
exceed 0.1 percent of all in-scope travelers.

To establish whether or not TVS is fulfilling these KPPs, CBP is systematically analyzing actual
flight data for the airlines using Biometric Air Exit. The evaluation team periodically prepares
summary reports that present the actual performance of TVS against its KPPs in production.

On a weekly basis, operational performance analysis of CBP biometric operations are conducted,
including Air Entry, Air Exit, Preclearance, and Pedestrian Entry (currently in technical
demonstration). CBP’s performance analysis is focused on the ability to match travelers
captured by airports and airlines against the gallery created using the Advanced Passenger
Information System (APIS) manifest. Beginning in November 2018, CBP moved to a sampling
method to assess the technical match rate for biometric exit and aspects of the CBP-TSA pilot.
The technical match rate is a measure of how well the matching algorithm is performing. It
includes U.S. citizens who choose not to opt out and individuals who are in-scope (pursuant to 8
CFR 215 and 235) that had a photo in the CBP gallery from existing DHS sources and were

37 The TAR is the number of valid matches divided by the sum of the valid matches and the invalid non-matches.
Note that this sum (valid matches plus invalid non-matches) equals the number of matches that should have
occurred, and includes all the travelers with a valid encounter photo and at least one valid gallery photo. This
definition of the TAR is generally equivalent to the Technical Match Rate (TMR), as defined by CBP’s Office of
Field Operations.

38 The FAR is the number of invalid matches divided by the sum of the invalid matches and the valid non-matches.
Note that this sum (invalid matches plus valid non-matches) equals the number of matches that should NOT have
occurred, and includes all the travelers with a valid encounter photo for whom there is no valid gallery photo.
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includes performing independent scenario testing of state of the art commercial biometric
systems at the MdTF as well as performing analyses using a sample of operational TVS images.

Starting in 2018, DHS S&T has performed independent biometric analyses using a sample of
operational TVS probe and gallery facial images**°. These analyses focused on answering
specific questions regarding biometric performance. DHS S&T found that the algorithm used in
TVS was superior in performance to all other algorithms tested.

Calculating standard biometric performance metrics in operational systems is challenging. DHS
S&T developed a method for estimating the false positive identification rate (FPIR) using
operational TVS system data. DHS S&T presented the new method, termed “Virtual Red Team”
analysis, to CBP. DHS S&T used this method to estimate FPIR. DHS S&T concluded that
FPIR for TVS varies by flight, such that some flight routes could have FPIR values 6-fold higher
than others.

Based on these analyses, DHS S&T made specific recommendations to CBP including:

1. To ensure that only ticketed travelers are allowed to use TVS for boarding OR to increase
match thresholds used for biometric exit; and

2. To carry out an exhaustive “Virtual Red Team™ analysis to calculate the risk of false
matches based on the demographics (age, country of origin, gender) of travelers on
individual flights.

National Institute of Standards and Technology

CBP is also collaborating with NIST to perform an independent and comprehensive scientific
analysis of CBP’s operational face matching performance, including impacts due to traveler
demographics and image quality. This independent study will help verify results and provide a
more in-depth analysis on various factors. Upon analyzing a comprehensive set of data, NIST
will provide objective recommendations regarding matching algorithms, optimal thresholds, and
gallery creation, optimizing face matching performance for large-scale traveler ID at air, land,
and sea entry and exit ports of entry. CBP will continue to actively monitor and refine the
performance of this process and associated algorithms in order to make incremental
improvements and minimize signs of bias, and ensure the high accuracy of facial matching for all
travelers.

4 DHS S&T Port of Entry- People Screening. February, 2018. Analysis of Data and Algorithms Related to the
Traveler Verification System: Estimating Effects of Gallery Size and Traveler Demographics on False Positive
Identification Rates.

S DHS S&T Biometric and Identity Technology Center. January, 2019. Analysis of Data and Algorithms Related to
the Traveler Verification System: Estimating False Match Rate and False Positive Identification Rate.
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VII. Conclusion

Biometric technologies have the potential to greatly enhance operational efficiencies and security
for both CBP and TSA. CBP has made significant progress in implementing biometric solutions
across air, land, and sea since receiving the biometric entry-exit mission in 2013. Following
publication of the joint policy memorandum on CBP and TSA’s partnership on the development
and implementation of biometric technologies, particularly facial comparison, both agencies
have worked together on a number of operational pilots. These volunteer-based pilots have
allowed both agencies to test, evaluate, and continue to refine biometric technology solutions,
while working to achieve a more streamlined traveler experience. CBP and TSA’s efforts have
been grounded in transparency and a commitment to traveler privacy. CBP and TSA will
continue to work together and seek input from their stakeholders as they examine the impact of
biometric technology and work to align with DHS initiatives, strategies, and capabilities on
biometrics.
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VIII. Appendices

Appendix A. DHS Fair Information Practice Principles

; DHS should be transparent and provide notice to the individual regarding its collection, use,
Transparency dissemination, and maintenance of personally identifiable information (PII).

DHS should involve the individual in the process of using PII, and to the extent practicable,

ividual Participati P . : i ;
individual Parfieipation seek individual consent for the collection, use, dissemination, and maintenance of PII.

) . DHS should specifically articulate the authority that permits the collection of PII and
Fuspose Specification specifically articulate the purpose(s) for which the PII is intended to be used.

DHS should only collect PII that is directly relevant and necessary to accomplish the
Data Minimization specified purpose(s) and only retain PII for as long as is necessary to fulfill the specified

purpose(s).

DHS should use PII solely for the purpose(s) specified in the notice. Sharing PIT outside
the Department should be for a purpose compatible with the purpose for which the PII was
collected.

Use Limitation

Data Qllﬂli.t}’ and DHS should to the extent practicable, ensure that PII is accurate, relevant, timely, and
Integrity complete,

DHS should protect PII (in all media) through appropriate security safeguards against risks
Security such as loss, unauthorized access or use, destruction, modification, or unintended or
inappropriate disclosure.

DHS should be accountable for complying with these principles, providing training to all
employees and contractors who use PII, and auditing the actual use of PII to demonstrate
compliance with these principles and all applicable privacy protection requirements.

Accountability and
Auditing
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Appendix B. Acronyms

Acronym | Definition

APIS Advance Passenger Information System

ATL Hartsfield-Jackson Atlanta International Airport
CAT Credential Authentication Technology

CBP U.S. Customs and Border Protection

DCA Ronald Reagan Washington National Airport
DHS U.S. Department of Homeland Security

DPIAC Data Privacy and Integrity Advisory Committee
FAR False Acceptance Rate

FIPP Fair Information Practice Principles

FOUO For Official Use Only

FPIR False Positive Identification Rate

FY Fiscal Year

HART Homeland Advanced Recognition Technology
HSSEDI Homeland Security Systems Engineering & Development Institute
1D Identification

IDENT DHS Automated Biometric Identification System
JFK John F. Kennedy International Airport

KTN Known Traveler Number

KPP Key Performance Parameters

LAX Los Angeles International Airport

MdATF S&Ts Maryland Test Facility

NIST National Institute of Standards and Technology
OBIM Office of Biometric Identity Management

OIG DHS Office of Inspector General

OMB Office of Management and Budget

PIA Privacy Impact Assessment

PII personally identifiable information

S&T DHS Science and Technology Directorate
SORN System of Records Notices

TAR True Acceptance Rate

TDC Travel Document Checker

TMR Technical Match Rate

TSA Transportation Security Administration

TSO Transportation Security Officer

TVS Traveler Verification Service
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Executive Summary

Since receiving the Entry/Exit mission in 2013, U.S. Customs and Border Protection
(CBP) has conducted several experiments at air and land ports of entry, integrating
biometrics designed to inform and refine entry and exit requirements, operational
processes and shape a long-term biometric exit solution in all environments. From
these trials, CBP has developed a realistic and achievable biometric exit plan.

The findings and lessons learned from these experiments are documented in Appendix
A—Analysis of Experiments (AoE). The AoE provides the rationale for the decision to
use the traveler’s facial image as the biometric modality to confirm identity. As such, this
Analysis of Alternatives (AoA) for the Biometric Entry-Exit Program is a departure from
the traditional AoA. (b) (7)(E)

(b) (5)

(b) (7)(E)
(b) (7)(E)

The DIST and AEER experiments showed that a token-less face recognition scenario
utilizing available CBP passenger photos could meet accuracy and throughput
requirements for air (and by extension sea) exit. On-going air exit pilot projects extend
the DIST results by showing that scenarios with different traveler demographics, different
face capture technologies and processes and backend matching instead of local

matching also meet throughput and accuracy requirements. (b) (5)
(b) (5)
OIS . For venhicle land exit, preliminary results from Oak Ridge

National Labs provide evidence that good quality face images can be captured from
passengers in moving vehicles at exit. To meet the expedited timeframe to deploy a
biometric entry-exit solution, CBP determined that engaging in further experimentation
was unnecessary as the results of these experiments were deemed sufficient to validate
the program’s operational scenarios and requirements.

This AoA identifies three main capability needs that CBP requires to biometrically verify
all travelers as they exit the U.S. These capability needs are: Verify Traveler Identity,
Create and Manage Biometric Records, and Generate Metrics and Reports. The AoA
summarizes how each experiment addressed various aspects of these capability needs,
operational scenarios and the resulting operational and technical requirements that
continue to inform the direction that the Biometric Entry-Exit Program is following to
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deliver required biometric identification capabilities. These experiments have enabled
CBP to develop several Measures of Effectiveness (MOE) and Measures of
Performance (MOP) that are documented in the AoA and Operational Requirements
Document (ORD) and will be used to measure progress over the life of the program.
The experiments helped to establish cost parameters for a nationwide solution that have
been incorporated into the initial Spend Plan that was approved by DHS and the Office
of Management and Budget in January 2017 and into the program’s Lifecycle Cost
Estimate (LCCE) that is being developed as part of the Acquisition Decision Event-2A
milestone.

Section 1: Introduction
1.1 Background

In 1996, Congress passed legislation mandating the creation of a biographic entry and
exit system. After the 9/11 attacks and the formation of DHS, Congress added
biometrics as a requirement of the entry and exit system. The United States Visitor and
Immigrant Status Indicator Technology (US-VISIT) office was created to implement a
biometric entry and exit system for non-citizens entering and departing the United
States. Every day CBP processes over 1 million travelers as they enter the U.S. at air,
land, and sea Ports of Entry (POEs). By comparison, over 1 million travelers also
depart the U.S. daily with approximately 700,000 departing at a land border, 300,000 by
an airplane, and 50,000 by a sea vessel. To meet CBP’s response time requirements,
queries had to be executed on a one-to-one basis using the travel document as the
search key to identify the exact prints on file. Although this had a significant and
positive impact on CBP’s law enforcement mission, it added time and complexity to the
arrivals process and did little to provide a facilitation benefit.

While the entry system was being deployed, and utilized there was little advancement
towards a biometric exit solution. The United States Visitor and Immigrant Status
Indicator Technology (US-VISIT) program led several field tests and experiments, but
no operational capability was completed. In late 2013 Congress transferred the
biometric exit mission to CBP for execution.

In 2014 DHS Science and Technology (S&T), working with CBP evaluated biometric
technologies and operational processes under simulated airport entry and exit
conditions. In 2015, CBP conducted additional field tests/experiments to test
technologies for collecting and matching biometrics of travelers at air and land (POESs).

In fiscal year 2016, Congress authorized the Consolidated Appropriations Act (P.L. 114-
113) which includes up to $1 billion over a period of 10 years for the implementation of a
biometric entry-exit program. This was followed on March 6, 2017 by Executive Order
13780: Protecting the Nation from Foreign Terrorist Entry into the United States, Sec.8,
and expedited completion of the Biometric Entry-Exit Tracking System.

1.2 Purpose

The purpose of the Analysis of Alternatives is to summarize the objectives and results
for each of the relevant biometric experiments. The results of the analysis for each
alternative are provided and the recommended preferred alternative is identified with a
detailed rationale for this recommendation.
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1.2.1 Mission and Goals

The primary mission for CBP is to safeguard America’s borders from dangerous people
and materials while enhancing the Nation’s global economic competitiveness by
enabling legitimate trade and travel. CBP has the ongoing mission to inspect all
incoming people and conveyances to determine admissibility to the U.S. and enforce
and administer U.S. immigration laws.

The National Commission on Terrorist Attacks Upon the United States (a.k.a. 9/11
Commission) final report identified capability gaps related to traveler identification and
highlighted the need for a biometric entry-exit system as an, “essential investment in our
national security.” DHS has invested resources in improving or creating systems that
rapidly and efficiently share data that enhances CBP’s mission effectiveness while
minimizing negative impacts on lawful travel. These changes make it possible to further
enhance the traveler entry and exit biometric capability to comply with federal law.

Under existing laws and Executive Order 137801, CBP is required to implement
measures that will enable CBP to verify the identities of all travelers at entry to and exit
from the U.S., including USCs, through the fusion of biographic and biometric data and
technology. Biographic data includes information specific to an individual traveler
including name, date of birth, and travel document number and is stored in that
traveler's passport, visa, lawful permanent travel card, or another authorized travel
document. Biometric data includes information captured from fingerprints, facial
images, or other characteristics that are unique to an individual. Biographic data, when
used with biometric data, allows CBP to confirm with greater assurance a traveler’s true
identity, match to previous encounters with CBP and other government entities, and
conduct biometric watch list checks. As biometric technology has evolved, the ability to
use individual characteristics to confirm identity for all travelers, including USCs, is now
a reality for all modes of transportation.

CBP recognizes that biometric technology has multiple uses across DHS. (b) (5)
(b) (5)

1.2.2 Capabilities Required

The necessary capabilities needed to accomplish the biometric entry-exit mission are as
follows:

1. Verify Traveler ldentity

a. Capability Description: The ability to capture, review, analyze, search, and
match all traveler’s biometric information to their biometric and biographic

" https://www.federalregister.gov/documents/2017/03/09/2017-04837/protecting-the-nation-from-foreign-
terrorist-entry-into-the-united-states
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records when entering and exiting the U.S. for the purposes of verifying their
identity.

b. Capability Attribute Description
e Operational (Functional) Attributes:
— Fast, efficient biometric data collection

— Real-time biometric matching of collected data to stored traveler
information

— Pre-positioned traveler information to CBP Officers (CBPOs) for
quick, reliable and accurate traveler assessment upon entry, or prior
to exiting the country

2. Create and Manage Biometric Records

a. Capability Description: The ability to capture, store, and disseminate biometric
information and metadata collected from travelers entering and, where
required, exiting the U.S.

b. Capability Attribute Description
e Operational (Functional) Attributes:

— Identity verification using biometric data collection and real-time
matching of traveler information

— Pre-positioned traveler information to CBP Officers for quick, reliable
and accurate traveler assessment upon entry, or prior to exiting the
country

— Controlled exit environment to ensure traveler departure with
minimal impact or delays

— Border crossing record history on all travelers
3. Generate Metrics and Reports

a. Capability Description: The ability to measure and report the effectiveness of
the biometric entry-exit system.

b. Capability Attribute Description
¢ Operational (Functional) Attributes:

— Accurate, comprehensive, current data for assessing the efficiency
and effectiveness of the end-to-end system

— Readily accessible data to ensure effective monitoring of the
operational environment

1.2.3 Current Situation

Today, CBP collects fingerprints and facial images from most foreign visitors entering
the U.S., and uses the biometric database operated by OBIM to confirm identity.

(b) (5)
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d. (b) (7)(E)
.|

e. Facilities: CBP will need to ensure that facility constraints at all POEs are included
in assessing solution approaches before committing to a technology solution.

f. Regulations: The lllegal Immigration Reform and Immigrant Responsibility Act of
1996, Public Law No. 104-208, Div. C, 110 Stat. 3009-546 (Sept. 30, 1996)
mandated the development of a biometric exit system for all travelers leaving the
u.s.

. Capability Gap #2 Create and Manage Biometric Records

N

a. Doctrine: CBP lacks a clear and approved regulation and policy addressing the
collection and use of biometrics on exit.

b. Materiel: CBP lacks sufficient network infrastructure and storage capacity for
biometric data.

c. Regulations: Regulatory language and completion of a rule making process may
be required to implement biometric collection on exit. Case law has not been
established concerning the issue of biometric collection and will remain open until
resolved.

w

. Capability Gap #3 Generate Metrics and Reports

a. Materiel: CBP lacks report generating capability required to support mission
objectives and system effectiveness. A robust reporting system must be
designed and implemented to ensure proper support for a biometric entry-exit
program.

1.3 Scope

The scope of this AoA is to describe the biometric entry-exit field tests/experiments that
were conducted to determine the preferred biometric modality and feasibility of the
proposed entry-exit solution across multiple operational environments.

1.4 Study Team/Organization

Experiments were coordinated by the CBP Office of Field Operations (OFO) with the
CBP Office of Information and Technology (OIT) and the United States Department of
Homeland Security Office of Science and Technology (DHS S&T).

1.5 AoA Review Process

(b) (5)
e
e
|
|

1.6 Schedule

The following table depicts the actual timeframes in which each of the biometric
experiments were conducted.
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2.2 Land Scenarios

(b) (5)

2.2.1 Pre-Travel
b) (5)

‘

2.2.2 End State Pedestrian Exit

(b) (5), (b) (7)(E)

(b) (5), (b) (7)(E)

(b) (5), (b) (7)(E)

(b) (5), (b) (7)(E)
(b) (5), (b) (7)(E)
(b) (5), (b) (7)(E)
(b) (5), (b) (7)(E)

ok 0Dbd =

(b) (5), (b) (7)(E)

o

(b) (5), (b) (7)(E)
2.2.3 End State Vehicle Exit

(b) (5), (b) (7)(E)

—

(b) (), (b) (7)(E)

N

(b) (5), (b) (7)(E)

11

FOIA CBP 000985



FOR-OFHCIALUSEONLY

1.
2.
a. (b) (5), (b) (7)(E)
b. (b) (5), (b) (7)(E)
(b) (5), (b) (7)(E)
(b) (5), (b) (7)(E)

(b) (5), (b) (7)(E)

(b) (5), (b) (7)(E)
.2.4 Commercial Bus Exit

(b) (5), (b) (7)(E)

2.3 Sea Scenarios

N O O AW

(b) (5), (b) (7)(E)

2.3.1 Pre-Travel
(b) (5), (b) (7)(E)

2.3.2 Embarkation
(b) (5)

1.
2.
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:

:
(b) (5), (b) (7)(E)

N O O A W

.4 Hazards
(b) (7)(E)

2.5 Environment

2.5.1 Air Operating Environment
(b) (5)

2.5.2 Land Operating Environment
(b) (5)

2.5.3 Sea Operating Environment
(b) (5)

2.6 Assumptions

1. (b) (5), (b) (7)(E)

2. (b) (5), (b) (N(E)

3. (b) (5), (b) (7)(E)
4. (b) (5), (b) (7)(E)

2.7 Constraints

1. (b) (7)(E)

13
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N

: (b) (N)(E)
e
]

: (b) (N)(E)

: (b) (7)(E)

W

Section 3: Determination of Effectiveness Measures
3.1 Mission Activities/Processes and Tasks

Biometric entry-exit will leverage existing CBP systems and data, utilize enterprise
services, existing physical facilities and infrastructure, and biometric data collected from

travelers arriving and exiting the U.S. (b) (5)
(b) (5)

3.2 Measures of Effectiveness and Performance

(b) (5)

Please see Appendix A: Biometric Entry-Exit Program Analysis of Experiments dated
March 2017, p. 10-15 for a complete list of Measures of Effectiveness and Performance
that were examined.

Section 4: Alternatives

4.1 Description of Viable Alternative(s)

Facial Image

CBP recognizes that facial recognition like all biometrics including iris and fingerprints
have match accuracy limitations. However, accuracy is just one of several system
characteristics that contribute to the viability of a particular modality for a specific
operational scenario. Consideration of parameters such as availability of images, user
acceptance, ease and timing of capture, processing time and associated throughput all
support CBP’s decision to use facial recognition. Analysis of the results from the
experiments detailed below using a variety of face image capture technologies and
capture procedures show that facial recognition performance in challenging operational
environments with broad demographic characteristics is robust.

14
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411 1:1 Face

During the 1:1 Facial Comparison experiment, a commercial off-the-shelf camera and
devices were integrated into the air entry process to perform one-to-one verification of a
live traveler photo against the traveler’s passport photo in the e-passport chip. CBP
was able to successfully demonstrate that facial comparison technology can assist
CBPOs in verifying that the person presenting a travel document is the true owner of
that document with minimal impact to travelers and overall processing time.

4.1.2 Pedestrian Exit

The Pedestrian Exit Field Test added a biometric collection component to the land entry
process and changed the way in which pedestrian travelers enter and leave the U.S. via
the Otay Mesa port of entry. CBP captured facial and iris biometrics from in-scope

travelers and enrolled the biometrics into searchable databases for out-bound matching.

(b) (7)(E)

Overall,
the experiment showed that facial capture technology was more successful than iris in
unsupervised scenarios and that the operational rejection rate was much lower for face
than for iris.

4.1.3 Biometric Exit — Mobile (BE-Mobile)

The objective of the BE-Mobile experiment was to investigate the feasibility of using
hand-held biographic and biometric (fingerprint) capture devices to support air exit
processing and law enforcement operations. The experiment resulted in a [QIQE
fingerprint capture rate of which |l 3 3 IV G- ot
processing time was JIQIWIEN on average and no flights were delayed during the
experiment.

4.1.4 Departure Information System Test (DIST)

During DIST, a pre-departure process was used to prepare a face matching gallery for
passengers on a flight in the air exit environment. During departure, passenger face
images were captured and matched against the gallery. Post-departure, the match
performance was analyzed (albeitnot in real-time). The experiment found an average
scanned passenger match rate of@ig and an average biometric transaction time (the
time between taking a photo and matching it to the gallery) of FRIGIEN with a total
average transaction time of JRIGIGH-

4.1.5 Air Entry Exit Re-Engineering (AEER) Laboratory Testing
(b) (7)(E)

e
|
|

(b) (7)(E)
|

15
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(b) (7)(E)

(b) (7)(E)

(b) (7)(E)

4.2 Non-Viable Alternatives
Fingerprint

Although used by many Federal agencies, the use of fingerprints to validate identity for
all travelers is limited primarily by the availability of fingerprints for all traveler segments,
specifically USCs. As discussed in Section 1.2.3, CBP does use fingerprint collection to
verify identity of all visitors entering the U.S.; CBP does not perform the same
procedure on USCs at entry. For fingerprints to be useful in biometric matching, the
government would need to require the enroliment of fingerprints from all USCs so that

biometric matching could be performed quickly and reliably. (b) (5)
(b) (5)

Iris

The Pedestrian Exit Experiment identified that iris capture and matching in an outdoor
operational environment was not feasible from an operational aspect as it was difficult
for travelers to adjust their normal behavior when interacting with the iris capture device.
Additionally, the iris capture devices required too much interaction from CBP personnel
in helping a traveler submit to iris capture in a seamless manner for additional
consideration as a biometric modality that could be used at CBP exit locations.

(b) ()

16
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4.3 Concept of Operations (CONOPS)

CBP will implement a biometric matching capability to be used by third-party
stakeholders in the travel industry or by CBP itself to identify travelers throughout the
travel process. The capability will leverage existing government holdings to create
small, targeted biometric galleries of expected travelers based upon travel manifest
data. (b) (7)(E), (b) (5)

(b) (7)(E), (b) (5)
.
-
I

Mission support is essential to the successful implementation of the Biometric Entry-Exit
Program. To achieve this, the Program has adopted a Mission Support Business Model
(MSBM) that provides a mission-focused, unified, and disciplined approach to mission
support delivery. CBP has established a Program Management Office (PMO) within the
OFO to manage the Biometric Entry-Exit Program and apply the MSBM.

The solution will ensure privacy and compliance with all applicable privacy policies,
procedures and internal controls necessary to safeguard personally identifiable
information (PII) pursuant to the Privacy Act.

4.4 Supportability/Sustainment Concepts

Three mission support functions are critical to Biometric Entry-Exit's success: program
guidance and oversight, operations and maintenance, and training. Detailed Mission
Support scenarios for each of these areas will be developed as the end-to-end system
design evolves. The scenarios will illustrate how each of the following functions will
operate within the overall system design. These factors are designed to maximize
program efficiency and drive down costs. As the operational plans are developed and
acquisition approaches finalized, cost savings will be assessed and will inform the
Integrated Logistics Support Plan (ILSP).

Program Management — The program office will provide the guidance and oversight of
all mission support activities in the form of standards, reporting requirements and active
monitoring of ongoing performance. The office will also budget and track mission
support activities using the budgets and spend plans provided by all the critical support
organizations and contracts. The program office will report out on ongoing operations,
reliability and performance in accordance with approved standards and metrics.

Operations & Maintenance - The functional requirements for Operations and
Maintenance will ensure maximum, sustained operational availability of the biometric
matching service. A two-pronged approach of regularly scheduled preventive
maintenance on a quarterly basis, with immediate response for corrective maintenance,
ensures that all systems and equipment will perform to the highest performance
standards over their lifecycle, thereby preventing impacts to trade and travel. Detailed
operations and maintenance approaches will be developed by OIT and implemented
through the OIT and supporting contractors. These will be described in the O&M Plans
for each capability as it is developed.
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Training — (b) (7)(E)

»
o

Interoperability Concepts

CBP’s biometric matching service capability for entry-exit will interface with CBP, DHS
and other government systems to build biometric galleries using existing government
holdings, biographically and biometrically search watch lists, biometrically confirm

crossings, and match arrival and departure records. (b) (7)(E)

(b) (7)(E)
I
|

4.6 Market Research

OIT reached out to industry experts (b)(4), (b)(7)(E) and DHS
S&T) to determine alternate solutions to Biometric Exit Verification. (b) (7)(E)

(b) (7)(E)

a_________bOnEe
. _______________Obne |
a__________b0nEe ]
- IOIGON
() ()E) |
a0 (DE) |

N~ o g~ N

(b) ()(E)

Section 5: Methodology and Analysis Results
5.1 Models, Simulation and Source Data

See Appendix A: Biometric Entry-Exit Program Analysis of Experiments dated March
2017 for detailed summary of experiment findings and operational effectiveness
analysis.

5.2 Synopsis: Entry/Exit Analysis of Experiments
5.2.1 AEER Laboratory Experiments/Field Tests

18
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!

Passive Unimpeded Boarding Gate
Objective:

(b) (N)(E)

Description/Scenario:

Results:
(b) (7)(E)
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Recommendation:
(b) (5), (b) (7)(E)

Biometric Transaction Terminal (BTT) Face Verification
Objective:

(b) (7)(E)

Description/Scenario:
(b) (7)(E)

Results:
(b) (7)(E)

Recommendation:

(b) (5), (b) (7)(E)

Passive Surveillance Mode Facial Recognition on Passenger Bridge
Objective:

20
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(b) (N)(E)

|

Description/Scenario:
(b) (7)(E)

Results:
(b) (7)(E)

(b) (7)(E)

(b) (7)(E)

Recommendation:
(b) (5), (b) (7)(E)

5.2.2 Entry/Exit Transformation (EXT) Experiments
(b) (7)(E)

1:1 Face ePassport Air Entry Experiment:
Objective:

(b) (7)(E)

Description/Scenario:

21
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The Face system collects the traveler’s facial image at the booth and matches it to the
image stored in the traveler's ePassport chip. The images and matching results are
displayed on the monitor to assist the CBPO in verifying the traveler’s identify as part of
the admissibility inspection process.

Results:
(b) (7)(E)

(b) (7)(E)

Recommendation:
(b)(5), (b)(7)(E)

Pedestrian Exit Field Test:

Objective: Introduce a biometric collection component to the entry process and
evaluate the way in which pedestrian travelers enter and leave the U.S. and evaluate
results of the altered in-bound process.

Description/Scenario:

At inbound inspection, CBP captured a facial and iris image from in-scope travelers at
kiosks and enrolled the biometrics into searchable databases to be used for out-bound

22
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matching. Pedestrians wishing to exit the U.S. presented their documents for scanning
or reading at an automated exit station deployed in lanes in the outbound area. If the
traveler was determined to be of law enforcement interest, CPBOs took appropriate
enforcement measures per operational policies and procedures; otherwise, the traveler
proceeded to the exit.

(b) (7)(E)

Recommendations: (b) (5), (b) (7)(E)
(b) (5), (b) (7)(E)

BE-Mobile Device Experiment

Objective: Investigate the feasibility of using a hand-held biographic and biometric
(fingerprint) capture device to support exit processing and law enforcement operations.
Collect data to improve the understanding of in-scope outbound passenger population
and outbound operations.

Description/Scenario: (b) (7)(E)

(b) (N)(E

—_
~
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|

Results:
(b) (7)(E)

Recommendation: (b) (5), (b) (7)(E)
(b) (5), (b) (7)(E)

DIST Operational and Equipment Summary

Objective: The objective of the Departure Information System Test is to apply facial
biometric identification in an air exit environment through a process of Photo Gallery
Preparation, Live Photo Capture and Matching, and Post Departure Analysis of Match
Scores.

Description/Scenario:

The Departure Information System Test (DIST) consists of a Pre-departure, Departure
and Post-Departure process. Pre-departure begins with a photo retrieval to prepare the
face matching gallery for passengers on the flight; passenger data is used to generate
queries against multiple CBP, DHS and other photo sources. As multiple photos may be
found for each potential passenger, each retrieved photo undergoes a template
extraction process. About one hour prior to the flight, all successful templates are
downloaded and enrolled to the local application gallery. Not all passengers will be in
the gallery due to late arrivals and lack of photos for some travelers. In addition, the
gallery may contain templates for passengers who do not board. The departure process
is a facial capture scenario with the aid of a CBPO or assistant, and passenger face
images are captured and matched against the gallery. An attendant scans the
passenger boarding pass, which triggers a face finding and photo capture process. In
some cases, the passenger may be directed to scan their own boarding pass. The

24
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Results:

Recommendation:
(b)(5), (b)(7)(E)
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Section 6: Recommended Alternative and Rationale
(b)(5), (b)(7)(E)
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APPENDIX A
Acronyms
ADE Acquisition Decision Event
ADIS Arrival Departure Information System
AEER Air Entry/Exit Re-engineering
AoA Analysis of Alternatives
AoE Analysis of Experiments
APC Automated Passport Control
APIS Advanced Passenger Information System
BE Biometric Exit
BEMA Biometric Exit Mobile Application
BTT Biometric Transaction Terminal
CBP U.S. Customs and Border Protection
CBPOs CBP Officers
CONOPS Concept of Operations
DHS Department of Homeland Security
DIST Departure Information System Test
Doctrine, Organization, Training, Material, Leadership, Personnel, Facilities and
DOTMLPF/R/G/S | Regulations/Grants/Standards
EWI Entry Without Inspection
EXT Entry Exit Transformation
FAR False Accept Rate
FIS Federal Inspection Service
FNIR False Negative Identification Rate
FNMR False Non-Match Rate
FOUO For Official Use Only
FPIR False Positive Identification Rate
FRR False Reject Rate
FTA Failure to Acquire
HART Homeland Advanced Recognition Technology
IAD Dulles International Airport
IDENT Automated Biometric Identification System
ILSP Integrated Logistics Support Plan
IT Information Technology
LCCE Lifecycle Cost Estimate
MdTF Maryland Test Facility
MOE Measure of Effectiveness
MOP Measure of Performance
MPC Mobile Passport Control
MRZ Machine Readable Zone
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MSBM Mission Support Business Model

(b)(7)(E) (b)(7)(E)

NIST National Institute of Standards and Technology
NTC National Targeting Center

o&M Operations & Maintenance

OBIM Office of Biometric Identify Management

OFO Office of Field Operations

oIT Office of Information Technology

PAU Passenger Analysis Unit

Ped Exit Pedestrian Exit

PlI Personally Identifiable Information

PMO Program Management Office

POE Port of Entry

RFID Radio Frequency Identification

S&T Science and Technology

SOP Standard Operating Procedure

TAR True Accept Rate

TPIR True Positive Identification Rate

TSA Transportation Security Agency

TVS Traveler Verification Service

UsSB Universal Serial Bus

usc United States Citizen

USCIS United States Citizenship and Immigration Service
US-VISIT United States Visitor and Immigrant Status Indicator Technology

28
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Biometric Entry-Exit LCCE Documentation

Executive Summary

The Biometric Entry-Exit Program’s goal is to verify the traveler’s identity upon entry into, and
departure from, the United States. The design of the Biometric Entry-Exit Program is not limited
to collecting biometric information from a departing passenger; the system must also support
efforts to ensure that the passenger actually departs from the United States. Customs and
Border Protection’s (CBP’s) first deployed biometric exit capabilities were in the air environment.
This required the deployment of a biometric exit solution at or near the departure gate to provide
the highest assurance of traveler departure. Working in partnership with the air travel industry,
CBP is leading the transformation of air travel using biometrics as the key to enhancing security
and unlocking benefits that dramatically improve the entire traveler experience. CBP has
reengineered data flows and data systems to pre-stage biometrics data throughout the travel
process.

CBP has partnered with airlines, airports, and the Transportation Security Administration (TSA)
to build a device independent, vendor neutral, back-end system called the Traveler Verification
Service (TVS). This system allows for private sector investment in front end camera technology
and network infrastructure, such as self-service baggage drop off kiosks, facial recognition self-
boarding gates, and other equipment. This service will ultimately enable a biometric-based
entry/exit system to provide significant benefits to air travel partners, in addition to establishing a
biometric air exit system. TVS will also support future biometric deployments in the land and sea
environments and throughout the traveler continuum. Figure 1 shows the different
environments and touchpoints that will interact with TVS.

Figure 1: TVS Support Across Environments
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1.0 Introduction

The primary mission of the U.S. Customs and Border Protection (CBP) agency is to safeguard
America’s borders from dangerous people and materials while enhancing the nation’s global
economic competitiveness by enabling legitimate trade and travel. Part of this mission is to
enforce U.S. immigration laws. A key aspect of U.S. immigration laws is that most foreign
nationals enter as a “nonimmigrant” or on a temporary basis with a fixed period of admission
time, and are required to depart the United States before that admission time expires. In order
to effectively enforce U.S. immigration law, CBP must have the ability to 1) record departures of
foreign nationals from the United States and 2) do so in a way that provides the highest
assurance of travelers’ identity. If CBP is unable to determine if and when foreign nationals
depart from the United States, its ability to enforce a major piece of existing immigration law is
limited.2 The Biometric Entry-Exit Program’s goal is to verify the traveler’s identity upon entry
into, and departure from, the United States. The design of a Biometric Entry-Exit solution is not
limited to collecting biometric information from a departing passenger; the system must also
support efforts to ensure that the passenger actually departs from the United States.

CBP’s first deployed biometric exit capabilities were in the air environment. This required the
deployment of a biometric exit solution at or near the departure gate to provide the highest
assurance of traveler departure. Although the initial focus of the Biometric Entry-Exit Program is
implementation in the air environment, the program plans to also cover biometric entry-exit for
the land and sea environments. Working in partnership with the air travel industry, CBP is
leading the transformation of air travel using biometrics as the key to enhancing security and
unlocking benefits that dramatically improve the entire traveler experience. CBP has
reengineered data flows and data systems to pre-stage biometrics data throughout the travel
process.

CBP uses the traveler’s face as the primary way of identifying the traveler and facilitating their
entry to and exit from the United States, while simultaneously checking fingerprints of non-US
citizens against watch lists. This creates an opportunity for CBP to transform air travel by
enabling all parties in the travel system to match traveler data via biometrics, thus addressing
CBP’s border security mandate and streamlining the entire traveler experience.

The CBP approach uses biometrics to streamline passenger processes throughout the air travel
continuum, and will provide airport and airlines with the opportunity to validate identities against
DHS information systems. CBP has partnered with airlines, airports, and the Transportation
Security Administration (TSA) to build a device independent, vendor neutral, back-end system
called the Traveler Verification Service (TVS). This system allows for private sector investment
in front end camera technology and network infrastructure, such as self-service baggage drop
off kiosks, facial recognition self-boarding gates, and other equipment. This service will
ultimately enable a biometric-based entry/exit system to provide significant benefits to air travel
partners, in addition to establishing a biometric air exit system. TVS will also support future
biometric deployments in the land and sea environments and throughout the traveler continuum.

Figure 2 shows the different environments and touchpoints that will interact with TVS.

2 Standard Bio Entry-Exit Program Language
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Figure 2: TVS Support Across Environments

1.1 Estimate Scope

The time frame of this estimate ranges from fiscal year 2014 (FY14) through FY31 which
captures the sunk costs associated with the program as well as all in-scope program investment
and sustainment.

The scope of this LCCE encompasses all activities directly funded by the Biometric Entry-Exit
Program (through fee funds or appropriated funds) as well as costs that can be directly
attributed to the program. These costs include system development efforts, hardware/software
procurement, IT infrastructure, and Office of Field Operations (OFO) and Office of Information
Technology (OIT) staff that support the development and management of the Biometric Entry-
Exit Program. The scope does not include the cost of CBP officers that enforce the program,
along with other CBP initiatives at points of entry and exit. This iteration of the LCCE is an
update to the original estimate and includes: FY17 & FY18 actuals, data from the FY19 OIT
SDR, and updated key programmatic assumptions primarily in the Air phase.
I

1.2 Ground Rules and Assumptions
1.2.1 Program Schedule

The Biometric Entry-Exit Program officially became a program of record in FY16 although
technical demonstrations to support the program started prior. The high-level project schedule in
Figure 3 includes timelines for the following categories of events: Air Land & Sea Acquisition
Events, Air Acquisition Planning, Land Acquisition Planning, Sea Acquisition Planning, IT
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Infrastructure, Site Infrastructure, Operational Support, and Technical Innovation &
Demonstrators.

Biometric Entry-Exit Program (Air Exit) High Level Schedule Snapshot Date: 9/14/2018

D)(S

Figure 3: High Level Milestone Schedule
The air segment of the program achieved ADE-1 in Q3 of FY17, received ADE-2A in Q3 of

FY18, and ADE-2B in Q1 FY19. (b)(5)
)
|

i (b)(5)

.
. (b)(5)

e

(b)(5)
(b)(5)

1.2.2 Entry-Exit Infrastructure

The Biometric Entry-Exit Program requires some hardware and software components in order to
develop, operate, and maintain the program. For points of entry, this includes fingerprint
scanners, ePassport readers, touchscreen devices, and facial image cameras at each inbound
lane within an airport. | TGN (/] I
Table 2 shows the

FOIA CBP 001012



FOIA CBP 001013



FOIA CBP 001014



Biometric Entry-Exit LCCE Documentation

1.2.7 Land and Sea Environments

(b)(5)
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2.0 Cost Estimating Results

The following sections show the estimated program costs, ranked by the dollar value, of each
cost element for the Biometric Entry-Exit program. Elements that make of the top 80% of
investment and 80% of O&S are identified as significant. These cost elements are described in
sub sections that provide the estimating methodology, data sources, and assumptions for each
element.

2.1 Investment (PC&l)

The Pareto chart in Figure 4 shows the largest PC&I cost elements in the Air environment. The
methodologies and assumptions used to estimate the costs of the elements that make up the
top 80% of the estimate are documented in the following sections.

Figure 4: Air PC&I Pareto Chart (TY$ 50% C.L.)
21.1 Program/Project Management (WBS 1.1.1)

This cost element captures the total cost for Acquisition and PM Support for Federal and
Contractor support at OFO and Office of Administration (OA) and Federal Staff at OIT,
Communication and Outreach & Government Travel cost incurred by the PMO office, and OEA
Sim Model Development.

Acquisition and PM Support — Federal (WBS 1.1.1.1): The Biometric Entry-Exit program
office developed a comprehensive staffing plan for the program (updated September 2019).
OFO and OIT Federal personnel were listed by organization, grade, and function. The staffing

12
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0)(7)(E
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Figure 6: Grand Total S-Curve

Figure 7: PC&Il S-Curve
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Figure 8: O&S S-Curve

30
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4.0 Sensitivity Analysis

Sensitivity analysis identifies the cost model inputs that have the greatest impact on the overall
cost estimate and are often referred to as cost drivers. A sensitivity analysis was conducted by
isolating risk inputs and varying them independently between their high and low bounds, one at
a time, in order to determine the impacts that each of them could have on program cost. Table
17 in the previous section shows the risk inputs and their high and low bounds.

Figure 9 and Figure 10 show the results of the sensitivity analysis, with the top cost drivers
ordered from highest to lowest sensitivity. The width of the bars shows the total LCCE cost by
phase when each cost driver is varied between its lower bound and upper bound
(corresponding to the x-axis values). The data labels on either side of each bar show the low
and high values for that cost driver.

31
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0)(7)(E

Figure 9: PC&I Tornado Chart

0)(7)(E

Figure 10: O&S Tornado Chart
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in FY21. Additional ways in which the program will address potential annual shortfall are as
follows:

(b)(5)

. (b))

(b))

(b)®)

(b)®)

7.0 Track to Prior LCCE

Table 21 below illustrates how the LCCE estimate has changed since the last signed LCCE
dated 12 February 2017. As seen below, the total estimate cost of the PC&I phase has
increased by 64%. This change has primarily been driven by:

e Program Management (1.1.1) life-cycle cost increase of approximately $96M TY due to
scope increases, including the addition of enterprise analytics.

e System Deployment and Implementation (1.1.9) life-cycle cost increase of approximately
$36M TY to account for to added applications, expanded entry devices and network.

e Other PC&I (1.1.12) life-cycle cost increase of approximately $11M TY to account for a
larger quantity of technical demonstrations than initially planned.

e Biometric Entry-Exit Sea (1.2) life-cycle cost increase of approximately $11M TY due to
improved knowledge of requirements, although this estimate is still a Rough Order of
Magnitude (ROM).

e Biometric Entry-Exit Land (1.3) life-cycle cost increase of approximately $55M due to
improved knowledge of requirements, although this estimate is still a ROM.

The total estimated cost of the O&S phase decreased by 18%. This is largely due to Manpower
(2.1.4) (TSA and ICE agents at points of entry and exit) being removed from the scope of the
estimate. Since these agents are employed independently of the BEE program, it was decided
that their salaries should be removed from the estimate in order to more accurately show the
BEE-specific cost. While this cost has been removed, other program costs have increased,
including:

e Program Management (2.1.1) life-cycle cost increase of approximately $111M TY due to
increased scope of work.

e Systems Engineering (2.1.2) life-cycle cost increase of approximately $48M TY due to
addition of cybersecurity.

e Maintenance and Tech-Refresh (2.1.6) life-cycle cost increase of approximately $370M
TY to provide O&M for added applications, expanded entry devices and network.
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OCT 10 2019

MEMORANDUM FOR: Todd C. Owen
Executive Assistant Commissioner
Office of Field Operations

FROM: Colleen M. Manaher
Executive Director
Planning, Program Analysis and Evaluation
Office of Field Operations

SUBJECT: Updated Memorandum of Understanding (MOU) with the Peace
Bridge Public Bridge Authority (PBA)

Planning, Program Analysis and Evaluation (PPAE) has prepared an updated MOU with the
PBA on the Pre-Arrival Readiness Assessment (PARE) test.

(0)(7)(E)

The initial camera vendor for PARE was Perceptics.

Attachments:
e MOU with the Peace Bridge PBA on PARE
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MEMORANDUM OF UNDERSTANDING
BETWEEN
THE DEPARTMENT OF HOMELAND SECURITY,
U.S. CUSTOMS AND BORDER PROTECTION
AND
BUFFALO AND FORT ERIE PUBLIC BRIDGE AUTHORITY

REGARDING THE IMPLEMENTATION OF A PRE-INSPECTION TRAFFIC
MANAGEMENT PROGRAM

The Department of Homeland Security (DHS), through U.S. Customs and Border
Protection (CBP), and the Buffalo and Fort Erie Public Bridge Authority (PBA),
hereinafter referred to collectively as the “Participants”,

HAVING REGARD for the long-standing cooperative relationship between the PBA and the
United States;

RECOGNIZING that the Participants share a common desire to optimize traffic flow across the
Peace Bridge, as well as to increase security and decrease processing time at the Port of Entry
through the collection of advance information including collection of license plate and
commercial truck traveler photo images by the PBA;

COMMITTED to improving commerce and security at the Peace Bridge border crossing, while
reducing border crossing wait and processing times;

CONFIRMING that this Memorandum of Understanding (“MOU”) is intended to improve
security and efficiency of commercial vehicle processing at the Peace Bridge border crossing,

Hereby express their intent to cooperate as follows:
L PURPOSE AND SCOPE

The purpose of this MOU is to facilitate the implementation of the PBA’s Pre-Arrival Readiness
Evaluation (PARE) program, an automated traffic management system on PBA property in Fort
Erie, Ontario, Canada to optimize traffic flow on the Peace Bridge. The objectives of the
program are to decrease border congestion and wait times, increase the percentage of commercial
drivers who are prepared for processing upon arrival in the United States, and prioritize access to
the U.S. CBP Truck Primary inspection lanes for eligible commercial trips. Enhancements to
and/or expansion of the PARE program may occur as technological innovations provide
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opportunities to implement solutions to further improve traffic management and further mitigate
border congestion and wait times.

IL PRIOR ARRANGEMENTS

The MOU signed by the PBA on November 22, 2016 and by CBP on December 2, 2016 is
superceded by this MOU upon execution by all signatories.

III. RESPONSIB]LITIES-

A. PBA intends to designate a staging area for Commercially Owned Vehicles (COVs) on
PBA property in Fort Erie, Ontario, Canada, and direct all COVs through this staging
area.

B. PBA, using its own equipment, intends to capture a photo image of the license plate of
each COV and its occupants entering the staging area, and package and transmit over
internet/DHS OneNet using encrypted and secure protocol, HTTPS/SSL and HTTPS
basic authentication to the CBP PARE middle-tier services hosted in CBP CACE.

C. PBA shall comply with all applicable DHS/CBP privacy and data protections policies,
guidance, and compliance documentation. This documentation includes, but is not
limited to, the following: Traveler Verification Service (TVS) business requirements;
privacy standards described in DHS/CBP Privacy Impact Assessment for PARE 1.0;
DHS/CBP Privacy Impact Assessment for TVS; the DHS Handbook for Safeguarding
Sensitive Personally Identifiable Information; and additional applicable DHS/CBP
policies or guidance that may be issued during the period of performance of this
Agreement.

D. No photos and/or traveler-related data captured to facilitate CBP’s use of TVS may be
stored and/or retained by PBA. All photos and traveler-related data must be immediately
purged by PBA following transmission to CBP. PBA shall work with CBP to implement
a mutually agreeable mechanism by which CBP is able to audit compliance with this
requirement.

E. Upon receipt of the information transmitted by the PBA, CBP intends to use the license
plate details to retrieve manifest information to verify whether a manifest has been filed
and the border crossing fee has been paid, and intends to transmit a message back to PBA
to indicate the status. Also, CBP intends to use the photo image of the COV occupants to
verify the identity of the travelers through CBP’s TVS matching service.

F. In the event CBP confirms that a COV has not filed a manifest or paid the border
crossing fee, the PBA may notify the COV driver that all documents and fees required by
CBP must be filed before the PBA will permit the COV to proceed across the Peace
Bridge. :
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Iv.

. The PBA intends to provide COV drivers electronic access to the internet in the staging

area to use to file their eManifest and or pay their user fees.

. Each Participant intends to promptly notify the other if at any point it is, or will be,

unable to carry out the terms of this MOU (including temporary interruptions in
activities).

The collection of photo images of license plates and COV occupants by the PBA, the
subsequent sharing of such data with CBP, and any other actions undertaken by PBA in
the implementation of this MOU is intended to be conducted strictly pursuant to the
PBA’s own authority as the owner/operator of the Peace Bridge. CBP personnel are not
assigned to Canada as part of this MOU and nothing in this MOU is to be construed as
permitting CBP to exercise any authority in Canada or delegating any authority to the
PBA to act on its behalf.

CBP intends to retain limited transactional information, consisting only of a date/time
stamp of the PBA photo image of the COV license plate and COV occupants, and the
source of the transaction (IP address) in CBP system audit logs.

. PBA shall ensure that any contractor or subcontractor acting on behalf of PBA in

carrying out activities under this MOU fully complies with the applicable terms of this
MOU.

GENERAL ADMINISTRATION

. The Participants designate the following officials (Designated Officials) for purposes of

implementing this MOU:

1. For PBA:
IT Manager
Buffalo and Fort Erie Public Bridge Authority

2. For DHS/CBP:
Assistant Port Director
Port of Buffalo, New York
U.S. Customs and Border Protection

. Each Participant intends to separately provide, in writing, at the time of signature of this

MOU, specific contact information for its Designated Officials to the other Participant
and subsequently inform the other promptly in writing of any change to this information
to ensure it remains current.

. The Participants intend to cnsure all requests regarding the administration of this MOU

and information provided in response thereto is communicated between their Designated
Officials.
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U.S. Department of Homeland Security
Washington, DC 20528

PARTA,

Ag/. Homeland
™ Security

DEC 09 2019

MEMORANDUM FOR: Mark Borkowski
Component Acquisition Executive
U.S. Customs and Border Protection

FROM: oo vocl (D)(6), (0)(7)(C)

SUBJECT: U.S. Customs and Border Protection Biometric Entry-Exit Life
Cycle Cost Estimate

In accordance with my duties and responsibilities, I approve the U.S. Customs and Border
Protection (CBP) Biometric Entry-Exit (BEE) Life Cycle Cost Estimate (LCCE) dated
October 16, 2019.

The Department of Homeland Security (DHS) Cost Analysis Division (CAD) reviewed the CBP
BEE LCCE dated October 16, 2019 and also conducted an Independent Cost Assessment (ICA)
to validate the estimate’s results. The ICA analyzed the most critical cost elements and
concluded that the BEE LCCE is an accurate and credible cost estimate. CAD identified the
following recommendations for the CBP Biometric Entry Exit to address in the next LCCE:

e CBP Biometric Entry-Exit PMO should continue to monitor, update, and document
actual costs for future LCCE updates and provide DHS CAD with annual updates no later
than April 1 of each calendar year until all segments are post full operating capability
(FOC).

e For future CBP Biometric Entry-Exit LCCE, Land and Sea Segments, the Program
Management Office (PMO) cost team should:

e Add risk and uncertainty analysis at the input level of the cost model for more precision
(lower level WBS elements for build-up).
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U.S. Customs and Border Protection Biometric Entry-Exit Life Cycle Cost Estimate
Page 2

The CBP BEE LCCE, as pictured in Attachment 1, totals $1,831M Then Year (TY) at the 50%
Confidence Level. This approved LCCE shall be used to inform the upcoming Acquisition
Program Baseline update and future budget requests.

I request the Customs and Border Protection Biometric Entry-Exit Program Office update the
Program LCCE on an annual basis.

Should you have any questions, please contact (MDA, CAD, at [(HICON(HI(®)],
(b)(6). (b)(7)(C)

cc:
Colleen Manaher, Program Manager
(DN (IEA(HN. Director, CBP OA Acquisition and Policy Oversight
QIDRLIRI]  Executive Director, Office of Program Accountability and Risk Management
ONER(®)], Director, OCFO Program Analysis & Evaluation
(IO (HM. Dircctor, OCFO CAD

Attachment(s)
1. CBP BEE Risk Adjusted Results for LCCE dated [11.14.2019]
2. CBP BEE ICA Report [12.04.2019]
3. CBP BEE Certification of Funds Memo [11.09.2019]
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Endorsed by:
Endorsed by:
Endorsed by:
Endorsed by:
Endorsed by:

Approved by:

(b)(G), (b)(7)(C)

Component Acquisition Executive Date

" DHS Chief Financial Officer Date“
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